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     LNPA Working Group Meeting Agenda
   March 7 - 8, 2017
 		     			         Hosted by the Comcast
                                                  5800 South Quebec Street 
                                                  Greenwood Village, CO. 80111

Agenda

LNPA Working Group (LNPA WG)
Tuesday, March 7, 2017   9:00 AM – 5:00 PM (Mountain Standard Time Zone) 
Conference Bridge – 844-202-5500 PIN 2153570018#  
 
9:00 a.m.		Introductions and LNPA WG Agenda Review – All 

January 10 – 11, 2017 Draft Meeting Minutes – All
February 2017 LNPA WG – No Meeting Held

LNPA WG TRI Chair Nominations – Paula and Deb

			Issues from Other Industry Groups:
· OBF Committee Readout – Randee Ryan
· INC Update – Dave Garner
· NANC Future of Numbering WG (FON) Update – Suzanne Addington
· NANC March 28, 2017 Report – Develop Report – Tri Chairs
	
9:30 a.m. 		Architecture Planning Team (APT) –  Status Report -
John Malyar and Teresa Patton

10:00a.m.		Action Items – Status Report:

11082016-01 - LNPA WG Tri-chairs presented the issue to the NAPM LLC to
 request theTOM to work with the two LNPAs to obtain a recommendation 
 for resolution on support of one  or more sFTP sites. Open – The
 recommendation, agreed to by iconective, Neustar and the TOM is to continue to operate separate and independent LNPA SFTP sites during the Transition, 

11082016-04 – Based on comments from the 11-08-16 meeting, iconectiv to determine the testing certification of the sunset items’  OPEN
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Agenda

LNPA Working Group (LNPA WG)
Tuesday, March 7, 2017   9:00 AM – 5:00 PM (Mountain Standard Time Zone) 
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10:00a.m.		Action Items – Continued

12072016-01 - NEW Action Item– Neustar to send draft notification to the
APT for the impacted Service Providers regarding the sunsetted items in Change Order 460.

12072016-02 - NEW Action Item - Glenn Clepper, Charter, and Lisa Jill Freeman, Bandwidth.com, will work on documenting the sunset process flow and making arrangements for publishing on the LNPA website.

11:30 -1:00p.m.	    Lunch
 
1:00p.m.		Change Management – Neustar

		   	(DOCUMENTATION WILL BE DISTRIBUTED AS NEEDED)
.  
2:00 p.m.	Best Practice (PIM 86) - Bandwidth – The disputed port PIM submitted by Sprint.com was accepted to be worked as PIM 86.   Lisa Jill Freeman (Bandwidth) will lead a sub-committee to work on details for a process to resolve disputed ports.  If approved, the process will be documented as an LNPA WG Best Practice.  The sub-committee participants are  Suzanne Addington (Sprint), Bridget Alexander (JSI), Jason Lee (Verizon), Deb Tucker (Verizon), Scott Terry (Windstream), Aelea Christofferson (ATL Communications), Randee Ryan (Comcast),  and Luke Sessions (T-Mobile).  At the March 2016 LNPA Working Group meeting, the subcommittee reported that they would like to expand the scope of this Action Item, PIM, and proposed Best Practice to include all erroneous ports:  inadvertent, slamming, and disputed.  The Working Group 
agreed and the sub-committee will continue to work this issue, and is still led by Lisa Jill 
Freeman.
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2:30p.m. 		GEP Benchmark recommendations (FTP Interface and BDD) –
Paul LaGattuta 

3:15p.m.	LNPA Transition Discussion - All  

3:45p.m.		IP Transition effects on Number Portability – Mary Retka
    
4:00p.m.     	Discussion of Need for April 5, 2017 LNPA WG Call    	 

4:15p.m.		Action Items Not Previously Discussed in Agenda

4:30 p.m.		Unfinished/New Business – All

4:45 p.m.		Review 2017 LNPA WG Meeting/Call Schedule



 
4:45 p.m.		Adjourn LNPA WG Meeting





  

     Next LNPA WG Conference Call April 5, 2017(If Necessary)
     Next Meeting …May 2 - 3, 2017:  Hosted by Neustar – Miami Beach, FL
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LNPA Working Group (LNPA WG)
Wednesday, March 8, 2017 9:00 AM – 11:00 a.m. Conference Bridge – 
844-202-5500 PIN 2153570018#  

				APT Meeting Agenda

9:00 a.m.	Introductions and Agenda Review- All

· Review latest Certification and Regression Test Plan Clarification Updates

· Review/Discuss Sunset Test Case Impacts (iconectiv) Action Item 11082016-04 

· Discuss when and how the CO460 test cases should be updated
· Discuss the iconectiv proposed approach on Change Order 461 for interim implementation of Sunset features without Local System interface impact

· Determine status of the analysis work on developing potential new test cases for certification that should be considered. 



11:00 a.m.		Adjourn APT Meeting
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Summary of issue.docx
Background:

As porting becomes increasingly more complex with varying service types and varied levels of automation are being introduced into the environment, porting flows can introduce more unauthorized porting potential. As carriers diversify their own work groups, it is becoming increasingly more difficult to determine how to approach a resolution without the consistency on what kinds of information can be examined and/or exchanged. When determining how to address an out of service or unauthorized port, the flow should provide a detailed outline for carriers to follow to resolve customer complaints.



Decision/ Recommendations:

Service providers should follow the outlined flow to resolve any ports believed to be Unauthorized, Disputed, Fradulent or Inadvertant. Recommend using this BP as the master Best Practice over the other associated PIMs/BPs dealing with Unauthorized, Disputed, Fradulent or Inadvertant ports.
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2017 LNPA WG Meeting/Call Schedule:



Following is the current schedule for the 2017 LNPA WG meetings and calls.



		MONTH

(2013)

		NANC MEETING DATES

		LNPA WG

MEETING/CALL

DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 



		

		10th-11th  

		iconectiv

		TBD



		February 

		

		No meeting.



02/08/2017 call if necessary

		

		



		March



		

		7th-8th       

		Comcast

		Denver



		April

		

		No meeting.



04/05/2017 call if necessary

		

		



		May

		

		2nd-3rd 

		Neustar

		TBD



		June

		

		No meeting.



06/07/2017 call if necessary

		

		



		July



		 

		11th-12th 

		Bandwidth

		TBD



		August

		

		No meeting.



08/09/2017 call if necessary

		

		





		September

		

		12th-13th

		

		



		October

		

		No meeting.



10/04/2017 call if necessary

		

		



		November

		

		7th-8th

		

		



		December

		

		No meeting.



12/06/2017 call if necessary

		

		



		

		

		

		

		







· Continuing evaluation during 2017 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
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Unauthorized Port Flow





This best practice addresses the three types of Unauthorized Ports*:



Disputed Port – A disputed port is commonly a result of two or more parties each claiming to be the authorized end user. Examples may include: business partner disputes, personal relationship disputes, dissolution of franchises, etc. 



Inadvertent Port – Any port which occurred because of an error. Errors which result in Inadvertent Ports may include, but are not limited to: incorrect number provided by End User; typographical errors in LSRs, LOAs, etc.  



Fraudulent Port – A port which occurred as the result of an intentional act of fraud, theft and/or misrepresentation. Examples may include: use of numbers for credit card fraud, vanity number fraud, etc. 
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Acronym list





CPNI - Customer Proprietary Network Information 



CSR - Customer Service Record 



EU - End User.  Assignee of a TN or an authorized user 



FCC - Federal Communications Commission 



FOC - Firm Order Confirmation



LSR - Local Service Request



MVNO – Mobile Virtual Network Operator (aka: Resellers)



NNSP – New Network Service Provider 



NPAC – Number Portability Administration Center



NSP - New Service Provider (either reseller or the network service provider)



ONSP – Old Network Service Provider



OSP - Old Service Provider 



PUC - Public Utility Commission



TN - Telephone Number 



WPR - Wireless Port Request





















Unauthorized Port Flow



		Flow Step

		Description



		1. [bookmark: _Ref25393258]START: OSP is notified about an out of service or porting issue

		· The process begins with an EU advising their carrier that they are experiencing an out of service or porting issue

· If the EU that lost their number is with a reseller, the reseller may contact their underlying network providers to work dispute

· OSP will investigate if a port out did occur

· If Yes, go to Step 2

· If No, OSP will follow internal processes to investigate the out of service condition



		2. OSP investigates

		· OSP investigates one or more of the following:

· Review porting LSR/WPR/FOC/NPAC transactions

· Compare LSR to CSR

· Review recent porting activity and length of time TN was on an active account

· Review TN account (Copy of Bill)

· Billing Record Name and Authorizing Name vs. LSR

· Confirm current provider of TN in NPAC

· Ask if EU inquired about a new service with a different service provider

· Ask EU if they know who ported their number

· Review police report details if filed



		3. OSP will define priority level

		· Based on the data found in Step 2, the OSP will identify priority as a Level 1 or Level 2

· Level 1 is all Unauthorized Ports that do not qualify as a Level 2

· Level 2 is an Unauthorized Port that has a heightened severity of impact and may include a police report. Examples can include; FCC/PUC/Attorney General complaint, court order, military institution, medical facility, business lines (national organization, main published line), emergency services, or medical support services



		4. OSP will review and attempt to determine the type of Unauthorized Port and contact NSP

		· OSP will contact NNSP or reseller, if applicable, and share any relevant information, without violating CPNI rules, which may include:

· Information collected in Step 2 

· Prioritization level in Step 3

· If known, the OSP will communicate the type of Unauthorized Port

· Inadvertent Port

· Disputed Port

· Fraud/Vanity Port



		5. NSP acknowledges and researches

		· Recommended response time frames for the NSP to acknowledge OSP inquiry is within four NSP business hours

· NSP should make best effort to prioritize Level 2 issues

· NSP investigates one or more of the following:

· Review porting LSR/WPR/FOC/NPAC transactions

· Review current and prior TN history

· Review CSR or CSR mismatch report (if applicable)

· Review Letter of Authorization (LOA), Wireless Resellers (MVNO) authorization or other form of authorization	

· Call history, internal notes and billing activity on new account

· Be prepared to compare names on NSP account versus on the OSP account

· Porting history

· Contact EU/account holder as appropriate

· Review police report details (if forwarded from OSP)



		6. NSP status/resolution response to OSP 

		· All Unauthorized Ports carry a heightened sense of urgency and should be handled expeditiously

· NSP investigation time frames are as follows:

· Level 1 status update --- Resolution provided within 1-2 NSP business days

· Level 2 status update--- Resolution provided within 1 NSP business day

The complexity of Unauthorized Ports may cause these recommended timeframes to be exceeded.

Above timeframes also apply to resellers and MVNOs, best effort should be used to resolve issue as quickly as possible.

NNSP will advise when to send LSR or WPR, OSP should not send LSR or WPR until instructed to do so.



		7. OSP and NSP reach conclusion

		· Does the NSP agree to return the TN?

· If yes, go to Step 8

· If no, go to Step 10



		8. NSP agrees to return TN(s) to OSP

		· NSP and OSP coordinate return of TN(s) in accordance with industry processes which may include but are not limited to:

· NSP may exchange CSR info to submit an LSR/WPR otherwise TN(s) can be returned at the NPAC level

· OSP sends port in request and NSP provides FOC on port

· NSP notifies OSP that TN has been released back via a call and/or email

· If reseller does not have NPAC access, go to step 9

· Once TN is returned to OSP, dispute is resolved, go to step 10



		9. NSP Reseller without NPAC access

		· Reseller communicates to NNSP that TN is approved for release 

· NNSP returns TN to OSP in NPAC

· Reseller communicates to OSP TNs release 

· Dispute is resolved, go to step 11



		10. NSP does not agree to return TN(s) to OSP

		· Will EU of OSP accept number change to close dispute?

· If yes, the dispute is closed, go to step 10

· If no, then the OSP’s EU may take appropriate action



		11. End

		







*This document does not represent the condition of Slamming.
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